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Allianz Saudi Fransi Cooperative Insurance Company

PRIVACY NOTICE

"o, "ou

Allianz Saudi Fransi ("Allianz”, “we”, “us” or “our”),
and regulated by the Insurance Authority is a
Saudi Arabian authorized insurance company by
the Saudi Arabian Insurance Authority providing
insurance products and services and is subject to
legislation within the Kingdom. In line with the
Kingdom's commitment to protecting the rights
of data subjects, Saudi Arabia has enacted the
Personal Data Protection Law, issued by a Royal
Decree.

This privacy notice aims to inform you as data
subjects about how we collect, use, disclose,
and safeguard your personal data when you
use our services or interact with us in any other
way. Additionally, to inform you about your
rights as stipulated by the laws of the Kingdom
of Saudi Arabia, in a simple, clear, and easy-to-
understand language.

Definition:

Consent: A knowing, voluntary, clear, and
specific, expression of consent, whether oral or
written, from the Data Subject.

Data controller: The natural or legal person,
public authority, agency or other body which,
alone or jointly with others, determines the
purposes and means of the processing of
personal data. We are the data controller as
defined by relevant data protection laws and
regulation.
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Data subject: Any living individual who is the
subject of personal data held by an organization.
The pronoun You/Your shall be used to refer to
the data subject.

Disclosure of Personal Data: access of Personal
Data to any party, apart from Data Controller,
Data Processor, or Data Subject, allowing them
to use or view same by any means and for any
purpose.

Privacy: Safeguarding the personal identity of
living persons is called privacy. Privacy allows
one the freedom to define one's relations with
others and to define oneself.

Privacy Notice: Declaration directed towards
data subjects that defines what personal
data would be collected, the purpose behind
processing it, how it would be used and which
entities it would be shared with, the duration of
its storage, and the means for disposing it.

Processing: Any operation or set of operations
which is performed on personal data or on
sets of personal data, whether or not by
automated means, such as collection, recording,
organization, structuring, storage, adaptation or
alteration, retrieval, consultation, use, disclosure
by transmission, dissemination or otherwise
making available, alignment or combination,
restriction, erasure or destruction.

Personal Data: It is any element of data,
regardless of source or form whatsoever,
which independently or when combined with
other available information could lead to the
identification of a person including but not
limited to: First Name and Last Name, National
Identity ID Number, addresses, Phone Number,
bank account number, credit card number,
health data, images or videos of the person.

Personal Data Breach: Disclosure, acquisition,
or access to personal data in an unauthorized
form or in the absence of a legal basis, whether
intentionally or unintentionally.

Third party: A natural or legal person, public
authority, agency, or body other than the data
subject, controller, processor, and persons who,
under the direct authority of the controller or
processor, are authorized to process personal
data.
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Insurance Authority: The regulatory authority
that is responsible for regulating the insurance
sector in the Kingdom of Saudi Arabia.

What personal data will be collected?

We will collect and process various types of your

personal data as per the services that you will

utilize from us, such personal data are:

*  Full name

* Age / Date of birth

»  Gender

* Address

»  Contact details (such as: email address and
phone numbers)

« Identification document number (such as,
passport number)

» |dentification document

*  Nationality

*  Marital status

»  Driver's license details

* Residence tax

« Taxpayer identification number

*  Occupation

«  Current employment information

*  Previous employment information

* Information about dependents / spouse /
partner / family

* Signature

We will also collect and process "Sensitive
Personal Data" where required to utilize our
services, such as medical report data or death
certificates, medical claim history, information
about physical and mental health or medical
conditions, and credit/debit card details and
bank account information.

How will we obtain and use your personal data?
We typically collect your personal data directly
from you or through government agencies.

We may also collect your personal data from:

» Our agents, brokers, and business partners.

«  Other insurance companies and reference
insurance offices.

*  Medical service providers.

« Loss adjusters or surveyors.

* Claim parties or those assisting us in
investigating or processing claims, including
other claimants per your policy, witnesses,
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doctors, or other health specialists.

* Anti-fraud agencies.

* Information search providers.

*  Your employer.

e Third parties that may provide insurance
coverage for a group you belong to.

« Law enforcement agencies.

» Dispute resolution bodies and regulatory
and supervisory authorities.

*  Lawyers.

*  Marketing lists and industrial databases;
and publicly available sources.

Personal Data Collection Purposes

We will use your personal data provided to us for

several purposes including, but not limited to, the

following:

«  Tomanage insurance contracts (for example,
quotes, underwriting, and claim processing).

« To conduct market research and for
analytical purposes, to help us improve our
operations, services, and products.

« Tokeepyouinformedaboutoureffectiveness,
services, products, and news.

« To detect activities of fraud, money
laundering, and terrorism financing; and to
comply with legal obligations (such as tax,
accounting, or administrative obligations).

We will inform you of situations where your
consentisrequired to process your personal data.
Otherwise, we will process your personal data to
meet legitimate business interests or fulfill legal
requirements. Additionally, we may also process
your personal data to enter into a contract with
you or to fulfill our obligations under an existing
contract with you."

To purchase our products and services, we require
your personal data. If you choose not to provide
this information, we may be unable to fulfill your
requests or tailor our offers to meet your specific
needs.

Who will have access to your personal data?

We ensure the processing of your personal data
is in a manner consistent with the purposes
mentioned above. Your personal data will not
be disclosed to any third party without prior
permission from the Insurance Authority, except

(PO L 9| < dll 9| sl 9| el ooy
dxall Lilasl

Juiadl daalse cdlsg e

Jaull cilogleo (Ssgjo @

<l salall Jooll cisba e

ahei pagiy pgdi 38 il 4Bl Gilgall e
Lgudl il olli dcganoal dyisoli

©wailall slail calga e

ciliglly Culejlioll dyguuiy ool Calisgll
Aulayllg apoalAidll

Jgolholl e

ducliall il sclodg Giguill ellgs o
J9ganll @liall jsbaallg

ol clilily gos o yayell
sael U] dosdedl aparill clilily paiiudu
4 Jledl Joow Sle ey So loy galedll o

) ‘ol Lo HanI
uagse (Jladl Joun ) U.LDLLJI sgac 8ls
(wldlasdl dalleog wailiis dlg jlew dll

Jabaill Galiedly  Goudl alad dlppyl e
Wilosag Wildece (puai (sa  Uiscluolg
) Lilaiiog

Wikhileg Uilolsag (lidlea e cledladl o
Ljluslg

Jlgodll Juicg Juindll @nsinil (e cadiisll o

Siloljll audl - JUieally tcalmyl Jugodg

auulaall of apupall Caloljildl Jio) dsigila
(@ylsll of

Sle Jganll lgs ol Sl cadllally elabiug
s Catling cpanddl <lilily dalleo] clidalgo

albaall aulil duadidl lilily aalles pgdiu
Aigilall cldhiell 3aaiil gl dacgpinedl aylaill
clilily dallens LAY pgai 28 «ells ] doliagllg
Wiloljdl 3uaidl ol (oo sdc [oIHy dunsdl

Sl clsdc Cingan

go oslalwdly lilhioe dpu o ey sic
0m dyulil duaddll clilily gon pgaiuw liloxa
clilily EAT SO gyl dais Ju 99 waledl
ub_x_mﬂ}ngu.ouS_o.uJJ_\_o_o‘qu_uaamﬂ
Ladigo el Ugsi aa SUlg lgdhat Sl Calesallg

l8ag ludgye yapadi o GSedi 4 38 oS gy

Sapas il clilily Ll Joagll @ asl oo
Balgii gl dpaninll ilily dlles Geudi
oalel 8jg53all aledll go

oo 51 Gl Ll e sl o
oo Qo Uil Sle Jauanll ggs Gl /L.?D.Jli



for auditors, actuarial companies, reinsurance
companies, and  participating  insurance
companies.

After obtaining permission from the Insurance
Authority, we may share your personal data with:
*  Public authorities

« Information technology development
companies.

»  Other insurance companies co-insure
reinsurance assets and insurance brokers/
agents.

*  Medical service providers.

* Insurance Fraud Investigators.

»  Screening service providers.

» Technical advisors, experts, lawyers,
evaluators, and doctors

»  Service companies to undertake their
operations (e.g. claims management, IT,
mail, and document management services)

» Advertising companies and advertising
networks to send you marketing
communications, as permitted by local law.

Where will the collected personal data be
processed?

Your personal data will be processed within
the Kingdom of Saudi Arabia by the parties
specified above and is always subject to
contractual restrictions regarding confidentiality
and security in accordance with applicable local
data protection laws and regulations.

In some cases, your personal data may be
processed outside the borders of the Kingdom
of Saudi Arabia, after obtaining approval from
the Insurance Authority and ensuring that all
confidentiality and security requirements are
met.

Why we collect your personal data?

The collection, processing, and storage of your
personal data is a fundamental requirement for
initiating an insurance relationship between you
and Allianz Saudi Fransi. There are numerous
rights for data subjects that we, as an insurance
company, must clarify to our clients before
starting any contractual relationship. This ensures
that our clients are fully aware of the data
collected about them and how it is managed
and handled.
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Your data will be used in a secure manner and
in accordance with established regulations for
other purposes after you agree to this notice.
It will be used by us in research, studies and
advertising, in a way that serves the interest of
the data subject and the interest of the company
in general.

Data Subject Rights under the Personal Data

Protection Law:

* The right to know the basis and the purpose
of the collection of your personal data.

» The right to access your personal data.

« The right to obtain a copy of your personal
datain a legible and clear format.

*  Therightto request amendment, completion
or update of your personal data.

« The right to request that we erase your
personal data if it is no longer needed.

« The right to object processing of your
personal data unless there are compelling
legitimate grounds for processing.

« The Right to restrict processing of your
personal data.

« The right to withdraw consent to the
processing of your personal data at any time.

Right to Access Personal Data:

You have the right to access your personal data

held by us, subject to the following conditions:

» Exercising the right to access personal data
must not negatively affect the rights of
others, such as intellectual property rights or
trade secrets.

* Access should be granted upon the request
of the data subject or through the electronic
application  for individual subscribers,
allowing the data subject to directly access
their personal data without needing to
submit a request.

*  When enabling the data subject to access
their personal data, the controller must
ensure that this does not involve disclosing
personal data that could identify another
individual.
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Right to Request a Copy of Registered Data:
You have the right to request a readable and
clear copy of your personal data, subject to the
following conditions:

Exercising this right must not negatively
affect the rights of others, such as intellectual
property rights or trade secrets.

A copy of the personal data should be
provided to the data subject electronically,
and the data subject may request a printed
copy if possible.

When enabling the data subject to access
their personal data, the controller must
ensure that this does not involve disclosing
personal data that could identify another
individual.

Right to Request Correction of Personal Data:

Data subjects have the right to request that
Allianz reprocess their personal data when
they dispute the accuracy of their personal
data, for a period that allows Allianz to
verify the accuracy of the personal data. This
restriction does not apply if providing this
data conflicts with a law or regulation.
Allianz may request the necessary supporting
documents or evidence to verify and update,
correct, or complete the personal data,
provided these documents or evidence are
destroyed once the verification process is
complete.

Upon correcting the personal data, the
controller must notify parties who previously
received the disclosed personal data without
delay.

Right to request erasure of personal data:
Allianz must erase personal data in any of the
following cases:

Upon the request of the data subject.

If the personal data is no longer necessary
to achieve the purpose for which it was
collected.

If the data subject withdraws their consent,
consent is the sole legal basis for processing.
If Allianz becomes aware that the personal
data is being processed in a manner that
violates the law.
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When deleting personal data, Allianz must take

the following steps:

« Take appropriate measures to notify other
parties to whom Allianz has disclosed the
personal data and request its deletion.

 Take appropriate measures to notify
individuals who have been disclosed the
personal data by any means and request its
deletion.

* Delete all copies of the personal data stored
in Allianz's systems, including backups,
in accordance with relevant regulatory
requirements.

Exception:

In the following cases, we shall retain your

Personal Data after the purpose of the Collection

ceases to exist:

* If there is a legal basis for retaining the
Personal Data for a specific period, in which
case the Personal Data shall be destroyed
upon the lapse of that period or when
the purpose of the Collection is satisfied,
whichever is longer.

* If the Personal Data is closely related to a
case under consideration before a judicial
authority and the retention of the Personal
Data is required for that purpose, in which
case the Personal Data shall be destroyed
once the judicial procedures are concluded.

* Iftherelevantdatadoesnot containanything
that may lead to specifically identifying Data
Subject pursuant to the controls stipulated in
the Regulations.

*  Processing personal data does not require
the data subject's consent in the following
cases:

« If the Processing serves the actual interests
of the Data Subject, but communicating with
the Data Subject is impossible or difficult.

« Ifthe Processingis pursuant to another law or
in implementation of a previous agreement
to which the Data Subject is a party.

e If the processing is required for security
purposes or to meet judicial requirements.

*  When the processing is necessary to achieve
the legitimate interests of the controlling
entity, provided it does not conflict with the
rights of the data subjects and the processed
data is not sensitive.
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Exercising Your Rights
To exercise any of your rights, please contact us
at [DPrivacy@allianzsf.com.sa]. We will respond
to your request in no later than 30 days upon
receipt of the request.

You can also contact us by phone:

From inside the Kingdom on the toll-free number:
800301 0001

From outside the Kingdom, call:

+966 11 821 3000

What is the Retention Period for Your Personal
Data?

Due to regulatory requirements, we will retain
your personal data for ten years from the date
your insurance relationship ends, unless a
longer retention period is required based on any
directive issued by the relevant authorities.

Legal Guardian:

When obtaining consent from the legal guardian

of a data subject who is wholly or partially

lacking legal capacity, Allianz must adhere to

the following provisions:

* There should be no harm to the interests of
the data subject.

*  Enable the data subject to exercise their
rights as stipulated in the law and these
regulations upon reaching legal capacity.

Minimum Data Required:

We shall collect only the minimum amount of

personal data necessary to achieve the purpose

of the processing, and ensure that:

» Collect only personal data that is necessary
and directly related to the purpose of the
processing.

» Ensure that the purpose of the processing
is achieved without collecting unnecessary
personal data.

The controller shall retain only the minimum
amount of personal data necessary to achieve
the purpose of the processing.
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Personal Data Breach:

In the event of a personal data breach, we
shall without undue delay and no more than 72
hours, notify you of the breach, if it could cause
damage to your data or conflict with your rights
or interests, provided that the notification is in
simple and clear language.

Health data:

Given the sensitivity of dealing with health data,
Allianz Saudi Fransi takes constant care and
support in dealing with your health data. We
are keen to implement all necessary standards
emanating from legislation, which relate to
dealing confidentially with your health data.
Handling your health information is limited to a
limited number of specialized, highly qualified
employees, which supports the implementation
of all legislation related to personal data.

Photocopying or Copying Official Documents:
Without prejudice to relevant laws, we will refrain
from photocopying or copying official documents
issued by official authorities, through which data
subjects can be identified, except at the request
of the competent authority or when required by
law. We will provide the necessary protection
for these documents and destroy them after the
purpose for which they were obtained has ended
unless there is a legal reason to keep them.

Collecting Data for Scientific, Research, or

Statistical Purposes

Personal data may be collected or processed for

scientific, research, or statistical purposes without

the consent of the data subject in the following
cases:

« If the data subject has not been specifically
identified.

« If evidence of the identity of the data subject
is erased during processing and before such
datais disclosed to any other entity if it is not
sensitive data.

* If the collection or processing of personal
data for these purposes is required by
another law or in performance of a previous
agreement to which the data subject is party.
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Direct marketing

Without prejudice to the Communications

and Information Technology Law or any other

relevant laws, we will, before processing personal
data for direct marketing purposes, comply with
the following:

»  Obtain the consent of the data subject.

*  Provide a mechanism that enables the data
subject to opt out of receiving marketing
materialsif notdesired. Youcansend anemail
to (DPrivacy@allianzsf.com.sa) requesting to
opt-out from receiving marketing materials.
We will respond to your request in no later
than 30 days upon receipt of the request.

Submitting and Processing Complaints

The data subject may submit a complaint to
the Insurance Authority within a period not
exceeding (90) days from the date of the incident
or the date the data subject became aware of it.
The Insurance Authority determines whether or
not to accept the complaint after this period in
cases where there are reasonable reasons that
may prevent the data subject from submitting
the complaint in a timely manner.

The Insurance Authority shall receive complaints
submitted to it through the means designated
for it and in accordance with procedures that
ensure speed and quality.

The Insurance Authority shall maintain a record
of complaints submitted in a register prepared
specifically for this purpose.

The complaint must include the following data:

*  Place and time of the violation.

* The name, identity, address, and telephone
number of the complainant.

* Information about the entity against which
the complaint was made.

* A clear and specific description of the
violation, along with evidence and
information submitted with the complaint.

* Any other requirements determined by the
Insurance Authority.

The Insurance Authority shall examine and
study complaints and their documents and
may communicate with the complainant when
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necessary to request documents and information
related to them.

The competent authority takes the necessary
measures regarding complaints submitted to it
and informs the complainant of the result.

Changes to This Privacy Notice
We may update this Privacy Notice from time to
time. Any changes will be communicated to you.

Data Subject Consent:

Approving this document means that you
are informed of its contents and are aware
of your stipulated rights.

Signing below means agreeing to use means
of communication with you for guidance and
direct advertising.

By agreeing to this document, you consent to
the use of your personal data for scientific,
research, or statistical purposes in a manner
that does not expose it to any risks.

If you wish to stop the processing of your
personal data, you can send an email to
(DPrivacy@allianzsf.com.sa).

If you have any inquiries about how we use
your personal data or wish to exercise any
of your rights related to your personal data,
please do not hesitate to contact us as per
the following contact information.

If you reject any type of these means or any
type of marketing and advertising, please
mention it:
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Allianz Saudi Fransi Cooperative Insurance
Company, Data Privacy Officer.
Allianz Saudi Fransi Headquarters, Riyadh,

Khurais Road, Gulf Bridge, P.O. Box 3540, Riyadh
11481, Saudi Arabia

E-mail:
DPrivacy@allianzsf.com.sa

Customer Care Phone:

Frominside the Kingdom on the toll-free number:
800301 0001

From outside the Kingdom, call:

+966 11 821 3000

Name:

Date:

Signature:
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